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Abstract

This study investigated the hiding of confidential information. How to encrypt
the data by bit. The data is inserted into the pixel inside the image and then save to
the image file. The sender and the receiver will use the same software to encrypt /
insert secret information into the pixel of the image and decrypt / restore the secret
information from the pixel of the image.

With this method, there is the advantage of image files (which contain
confidential information inside), even if they are trapped or stolen. It will not be
retrieved and cannot be decoded. This system uses special software that is not sold
in the market. Even though the attacker will have an image file containing
confidential information inside. He will not be able to decrypt the secret.

Researchers have designed the model of this system to be safe at all stages.
And the models are designed as software. Then the software was tested using

various types of data files. This method ensures that the system is secure in

transmitting confidential information.




